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ABSTRACT

In the original ElGamal signature scheme and its variants, two secret integers-private key and one-time secret key are required to produce a signature on a message, m. The private key of a system will be used throughout the life of the system whereas the one-time secret key only be used once and must be regenerated (different one-time secret key) when signing different message. This paper introduces a new version of ElGamal signature that eliminates the use of one-time secret key. This property will make all attacks, aiming at revealing the one-time secret key irrelevant. The scheme also can be regarded as ‘a right notion of signature scheme’ because we use only one secret key to sign messages.
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INTRODUCTION

ElGamal (1985) was the first to introduce a digital signature based on the difficulty of computing discrete logarithm problem in certain finite fields. His system required two secret integers to produce a valid signature on a message, that is, his private key and one-time secret key. The one-time secret key is used to generate a signature on a message and must be regenerated when signing different message. This property constantly followed in any ElGamal's version like Schnorr (1990), NIST (1993), Michels et al. (1996) and Lim & Lee (1998). In this paper, we do not follow this tradition but present a new version of ElGamal signature with two new attractive properties. First, the scheme requires no one-time secret key to sign messages. The scheme uses a private key of the scheme to sign all messages and this private key 'acts' as an exponent when generating a part of signature. Second, the scheme also prevents any attack that aiming at revealing or manipulating the one-time secret key and this consequently reduces the risk that faced by most of ElGamal-type signature schemes.

Since the proposal of ElGamal signature scheme (Elgamal 1985) the first scheme to base on the discrete logarithm problem, there have been many approaches suggested to generalize the scheme. Schnorr (1990) proposed a variation of ElGamal signature scheme by introducing a second prime $q$ to be a divisor of $p - 1$. The variation selects a generator $g$ of order $q$ but in the original ElGamal's scheme $g$ was chosen such that it has an order $p - 1$. Schnorr also computes a second part of signature as $s \mod q$. The Schnorr's proposal aimed to reduce the length of a signature on a message $m$. Later the National Institute for Standardization (NIST 1994) proposed an ElGamal-like signature scheme to reduce additionally the parameter $r \mod q$. Then in their respective papers, Schnorr (1991) and Knoblach (1993) suggested using a hash function or a one-way function $h$ where to reduce the size of $s \mod q$ and where $2^{10} \leq q \leq 2^{160}$ to reduce the size of $s \mod q$ and $r = g^r (\mod p)$.

Horster et al. (1994) gives a complete account on variations of ElGamal-like signature scheme. They illustrate eight kinds of generalizations and describe their respective
advantages and disadvantages and ended by stating the most secure and efficient scheme. Two variants of the ElGamal signature schemes have been standardized in USA as digital signature standard (DSS) (NIST 1994) and in Russia as GOST 34.10 (Michels et al. 1996). Korea also proposed KCDSA (Korean Certificate-based Digital Signature Algorithm) (Lim & Lee 1998) a candidate algorithm for Korean digital signature standard and now being standardized by the Korean Government. Recently, two variants of ElGamal-like signature schemes have been proven secure against adaptive attack for existential forgery under the random oracle model where the hash function is replaced with an oracle producing a random value for each new query. First variant \( H(m) \) is replaced with \( r=H(g^{x} \mod p) \) as in the Schnorr signature scheme. Pointcheval and Stern (1996) proved this variant is secure. Second variant, Pointcheval and Vaudenay (1996) claimed that the variant of DSA (NIST 1994) with \( r=H(y^{r} \mod p) \) and private key \( SK=x \).

To sign a message \( H(m||r) \), the signer does the following:

**SIGN Algorithm:**

1. Compute
2. Compute
3. Calculate
4. A valid signature on a message \( m \) is given by \( (r, s) \).

**VER Algorithm:**

Verifier accepts the pair \( (r, s) \) as valid signature if and only if the congruence \( r=H(y^{r} \mod p) \) holds.

The following theorem shows the correctness of our new version of ElGamal signature.

**THEOREM 1**

If a pair \( (r, s) \) is correctly derived from SIGN using keys generated in GEN algorithm then the validation of signature in VER is correct.

**Proof:**

Since \( (r, s) \) is a genuine signature, we then have

\[
H(y^{r} \mod p) = H(g^{x} \cdot H^{(r)} \mod p) = H(y^{r} \mod p) = r
\]

A SIMPLE EXAMPLE

Now we present a simple example of this new version of ElGamal's signature. Let say Zainal wishes to have Suzie's signature on his document, \( m \) and say \( H(m) = 99 \). Suzie signs the message 99 using all parameters and keys generated in GEN algorithm and say all the outputs are given as below:
Suzie then signs the message by performing the following calculations:

1. Compute \( \lambda = 99^{11} \equiv 73 \mod 101 \)
2. Calculate \( r = H(7^{11} \mod 607) = H(601) \) and say \( H(601) = 66 \)
3. Compute
   and sends her valid signature \((66, 54)\) on \( m \) to Zainal.

To validate the received signature, Zainal checks the equality of the congruence
\( r = H(570^{11} \mod 607) = H(601) = 66. \) Since it is holds, Zainal accepts the signature as valid.

In our scheme, we require no one-time secret key but we use only our private key \( x \) as in RSA signature scheme which uses only one secret key to sign messages. Note that, in the Korean Certificate Digital Signature Algorithm (KCDSA) (Lim and Lee 1998) and Schnorr signature scheme (Schnorr 1990), the integer \( r \) is calculated as
\[
\text{where the one-time secret key } k \text{ must be chosen at random. Thus to maintain this randomness, we suggest that the integers } r \text{ in our scheme must be calculated as } r = H(g^{a^k}) \mod (mod.p) \text{ where } a \text{ is randomly chosen.}
\]

SECURITY AND EFFICIENCY PERFORMANCES

This section introduces some possible attacks in our signature scheme. Normally, the security properties are discussed due to the generation of parameters, algorithm for signing messages and verifying signatures.

In GEN, we require the two selected primes are safe. The number \((p - 1)/2q\) must has primes factors greater than \( q \) so that attacks using small order subgroups of \( Z^*_p \) is not possible. The factors of \( p - 1 \) then should not contain smooth integers to prevent from a key recovery attack (Lim & Lee 1997). Next, some information on generator \( g \) should not be available to the Adv otherwise it could be used to get some valuable tips of secret prior to the signer. The poor chosen primes and generator would give out an opportunity to the Adv to forge a signature without knowing a private key of a signer as was pointed out in (Bleichenbacher 1996). This attack is called 'the parameters manipulation'.

Particularly, attacks on the schemes can be divided into two types. The first type recovers the signing private key \( x \) and the second type is to forge signatures without recovering \( x \). Consider the first type of attack.

Attack 1. The obvious attempt is by brute-force attack to find the private key of the signer. Unfortunately, this is impossible due to the use of large primes \( p \) and \( q \).

Attack 2. Let say the Adv is given a set of \( t \) signatures \( \{(r_i,s_i)\}_{i=1,...,t} \) with their corresponding messages \( \{m_i\}_{i=1,...,t} \). Then the Adv may try to solve \( t \) equations of \( s = (H(m_i)^x - rx) \mod q \). These equations however yield \( t + 1 \) unknowns. Thus the private key cannot be found because the number of solutions is large. Now, consider \( t = 2 \) then we have \( s_1 = (H(m_1)^x - r_1x) \mod q \) and \( s_2 = (H(m_2)^x - r_2x) \mod q \). Solving these two equations simultaneously is difficult since the term \( H(m_i)^x \) cannot be eliminated.

Attack 3. Trying to solve equation of the form \( g^{H(m)x} = y^s \mod (mod.p) \) is always equivalent to compute discrete logarithm in certain finite fields.

Consider the second type of attack aiming at forging signature without using the signing private key \( x \).

Attack 4. To forge a signature of a message \( m \), the Adv may first try to compute \( \beta = g^{H(m)x} \mod p \) for some \( x \) chosen at random. Then the Adv has two ways of forging. (1) The Adv fixes \( r \) and tries to find \( s \) or (2) first fixes \( s \) and tries to find \( r \). The two methods require the Adv to solve the congruence \( \beta = g^y (mod p) \). However, these are equivalent to solving a discrete logarithm problem in certain finite fields.

Attack 5. The Adv first chooses at random two integers \( r \) and \( s \) such that, it satisfies the congruence \( \beta = g^y (mod p) \) for some known \( x \). Adv then checks that \( y \) holds. However, we believe this happen with non-negligible probability.

For efficiency performance, our scheme achieves the same level of efficiency consideration of Schnorr signature scheme. The scheme should use a 'good' generator to speed up the modular exponentiation as it dominates the overall designated operations.

In SIGN, for the first part of signature, the signer needs only two exponentiations modulo \( p \) with a \(|q|\) bit exponent. For the second part of signature, the signer needs one exponentiation modulo \( q \) with a \(|q|\) bit exponent, one multiplication modulo \( q \) and involves no inverse operation. VER needs only two exponentiations of modulo \( p \) with a \(|q|\) bit exponent and involve no inverse computation.

CONCLUSION

We proposed a new version of ElGamal-like signature scheme. The presented scheme required no one-time secret key when generating the first part of signature. This new approach is strongly believed to provide the same level of security as previous ElGamal's versions of signature. Someone might claim that two unknown parameters (secret numbers) are better than only one. However, in our scheme we have proven that the use of one secret number is sufficient to provide a same level of security as previous two secret numbers-like ElGamal's signatures and hence reduces the time (operations) and cost generally while running the SIGN algorithm. Our signature scheme can easily extended to any other signature scheme, for example, directed signature scheme. This means the verification
procedure can only be run by an intended verifier. This is done by replacing the generator $g$ in $r$ by a public where is a private key of the intended verifier.
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